
 

Sensitivity: Public 

 
  

Information 
Security Policy 



 

Sensitivity: Public 

 

Arçelik Information Security Policy 01 

As Arçelik and its employees, we manage our activities with the purpose of 
managing all risks about business continuity and information assets,  
 
•Documenting and continuously improving our Information Security 
Management System to meet requirements of ISO 27001 Standard, 
  
• Following all legal regulations and contracts about Information Security,  
 
• Managing risks on information assets in a systematic way,  
 
• Performing trainings to improve technical and behavioural competencies to 
improve the awareness about Information Security, as well as in integration with 
other management systems we implement and we make every effort to be an 
example company in the durable goods industry with our pioneering role in 
Information Security. 
  


